In recent years, the Securities and Exchange Commission (SEC) and the Department of Justice (DOJ) have substantially increased their scrutiny of insider trading. In 2014, 2015, and 2016, the SEC filed insider trading actions against 111, 87, and 78 individuals or entities, respectively. Since 2009, the DOJ has charged 107 individuals with insider trading and has announced charges against 11 individuals for insider trading in 2016 alone. The government has been overwhelmingly successful in these cases, including against high-profile defendants such as Raj Rajaratnam of the Galleon Group, who was convicted and sentenced to the longest sentence ever imposed for insider trading offenses. Indeed, between 2009 and 2015, the United States Attorneys’ Office for the Southern District of New York has garnered 80 convictions and guilty pleas in insider trading cases. In December 2014, the Second Circuit dealt the government its first setback since 2009 in the Newman decision when it clarified the law in an effort to reign in the expanding scope of insider trading law.

Many of the insider trading cases over the last six years, both criminal and civil, have involved hedge funds. This article discusses the current legal foundations of insider trading claims for both the SEC and the DOJ and the legal exposure to advisers to hedge funds. In light of the government’s continued focus on insider trading, hedge fund advisers should stay vigilant in their efforts to maintain policies and procedures to prevent the misuse of material nonpublic information. Comprehensive procedures and proper documentation will put advisers and their employees in the best position to respond to regulatory inquiries regarding trading decisions and to any charges that result from investigations.

A. The Government’s Burden in Insider Trading Cases

Section 10(b) of the Securities Exchange Act of 1934 makes it unlawful for any person “to use or employ, in connection with the purchase or sale of any security … any manipulative or deceptive device or contrivance in contravention of such rules and regulations as the [SEC] may prescribe.” Rule 10b-5 further provides that “[i]t shall be unlawful for any person, directly or indirectly, by the use of any means or instrumentality of interstate commerce, or of the mails or of any facility of any national securities exchange, … [t]o engage in any act, practice, or course of business which operates or would operate as a fraud or deceit upon any person, in connection with the purchase or sale of any security.” However, liability extends beyond the corporate
insider or misappropriator to those outsiders who trade on the basis of material, nonpublic information improperly received (that is, tipees). The Court and even the SEC recognized, though, that imposing a general duty to disclose or abstain on the basis of the receipt of any material, nonpublic information from an insider or misappropriator would have an unhealthy “inhibiting influence on the role of market analysts.” Thus, in order to establish insider trading in violation of Section 10(b) or Rule 10b-5, the government must establish the following:

(i) that the tipper possessed material, nonpublic information regarding a security’s issuer; (ii) the tipper disclosed this information to the tippee; (iii) the tippee traded in the issuer’s securities while in possession of the information; (iv) the tippee knew or should have known that the information was disclosed in violation of a relationship of trust; and (v) the tipper benefited by the disclosure to the tippee.

Notwithstanding these limitations that the Court has imposed on insider trading liability, the “topsy-turvy” development of the law since Dirks has permitted a growing number of remote tippees to become entangled in insider trading allegations on the basis of increasingly vague “personal benefits” that have allegedly been received by tippers and inferred knowledge on the part of the tippee of such personal benefits. In fact, the Second Circuit recently criticized the “doctrinal novelty of [the government’s] recent insider trading prosecutions, which are increasingly targeted at remote tippees many levels removed from corporate insiders.” In Newman, the government alleged that a “cohort of analysts” from various hedge funds and investment firms obtained material, nonpublic information from employees of publicly traded technology companies (Dell and NVIDIA), shared it amongst themselves, and passed it along to portfolio managers at their respective companies. Todd Newman and Anthony Chiasson were portfolio managers who received the information at the end of this long tipping chain. Newman and Chiasson executed trades in these companies’ stocks for profits of approximately $4 million and $68 million, respectively. It was “largely uncontroverted” that Newman and Chiasson knew “next to nothing about the insiders and nothing about what, if any, personal benefit had been provided to them.” Newman and Chiasson were convicted on all counts following a six-week jury trial on charges of securities fraud in violation of Sections 10(b) and 32 of the Securities Exchange Act of 1934, SEC Rules 10b-5 and 10b5-2, and 18 U.S.C. § 2, as well as conspiracy to commit securities fraud in violation of 18 U.S.C. § 371. The Second Circuit reversed the jury’s conviction on all counts and remanded with instructions to dismiss the indictment as to Newman and Chiasson.

In reviewing the appeal, the Second Circuit rejected the government’s argument that it need not prove that Newman and Chiasson knew that the insiders at Dell and NVIDIA received a personal benefit. Indeed, the Second Circuit found Dirks “quite clear” that “even in the presence of a tipper’s breach, a tippee is liable only if he knows or should have known of the breach.” Instead, the Second Circuit held that “the Government must prove beyond a reasonable doubt that the tippee knew that an insider disclosed confidential information and that he [or she] did so in exchange for a personal benefit.” The evidence offered by the government was “insufficient to sustain a guilty verdict” against Newman and Chiasson because the evidence of a personal benefit failed to establish tipper liability from which the tippees’ liability derives and because the government presented no evidence that the defendants knew that they were trading on information obtained from insiders who were in breach of a fiduciary duty.
potential gain of a pecuniary or similarly valuable nature."22

The impact of Newman, however, may not be as significant as it would first seem. First, even prior to Newman, the Sixth and Seventh Circuits applied Dirks’ “knew or should have known” that the insider breached his fiduciary duty formulation to criminal securities fraud cases, albeit not with regard to remote tippees.23 Second, the Second Circuit’s definition of a “personal benefit” has not been widely accepted. The First Circuit and the Ninth Circuit have rejected the Second Circuit’s definition of personal benefit.24

In Parigian,25 the government alleged that the defendant traded on material, nonpublic information that he received from his “golfing buddy,” Eric McPhail, who, in turn, acquired the information from a friend who was an executive at American Superconductor Corporation (AMSC). The government alleged that McPhail and the corporate insider had a relationship of “trust and confidence, including a history, pattern, and practice of sharing professional and personal confidences” and “shared an understanding that information conveyed between them was to remain confidential.”26 Additionally, the government alleged that the defendant was aware of McPhail’s relationship and knew that the insider was an executive at AMSC.27

The First Circuit concluded that it was “plausible” that a relationship existed between the insider and McPhail if the information was shared with the expectation that it would remain confidential.28 Specifically, the indictment alleged that the insider was an executive who was privy to obviously confidential information that “a corporate executive would undoubtedly know” should not be broadcast and would be “unlikely to disclose … to just any casual acquaintance.”29 The disclosures occurred over a long period of time, and the insider did not know that McPhail was disseminating the information to others.30 The Court found these allegations were sufficient to allege that McPhail owed the insider a duty of trust and confidence, which McPhail breached by disseminating the information to the defendant.

Importantly, it does not appear that Newman affects the SEC’s burden of proving civil insider trading violations. At the district court level, Judge Rakoff has recently decided a few related cases in favor of the SEC on the misappropriation theory of insider trading.31 In Conradt, the primary tipper (an associate at a law firm) and the tippee (Martin) were “close friends.”32 The chain of information traveled as follows: Martin, an equities analyst at a securities broker–dealer, received inside information from a close friend, a foreign national who worked as a transactional associate.33 Martin then gave the information to his roommate, Conradt, who was a registered representative of another broker–dealer.34 Conradt then passed the information to his coworker, Weishaus.35 Weishaus challenged the SEC’s allegation that the relationship between the associate and Martin went “beyond mere friendship into an actionable relationship of trust and confidence.”36 The court found it compelling that Martin and the associate had only known each other for a brief amount of time—less than one year.37 The SEC challenged this assertion by alleging that Martin and the associate discussed a family illness and Martin trusted the associate with confidential information. The court found most compelling the allegations that Martin had confessed to trading on the information and apologized to the associate for doing so, once in tears.38 Judge Rakoff ultimately held that the SEC had alleged enough information about Martin and the associate’s relationship to survive a motion to dismiss.

In another case that stemmed from the same facts as Conradt, Judge Rakoff denied both a motion to dismiss and a motion for summary judgment of fourth-level remote tippees under the misappropriation theory.39 In Payton, the charges stemmed from Conradt passing the confidential information to two more remote tippees—Payton and Durant. Judge Rakoff described the elements of a misappropriation theory and found that the SEC must show the following by a preponderance of the evidence:
(1) that Martin owed a duty of trust and confidence to the source of the material non-public information about the SPSS transaction, namely, [“the associate”]; (2) that Martin breached that duty by disclosing the confidential SPSS information to Conradt; (3) that Martin received a personal benefit from disclosing the information to Conradt; and (4) that Conradt’s tippees, defendants Payton and Durant, understood both that the SPSS information was confidential and that Martin had disclosed this information to Conradt in exchange for a personal benefit.  

As to the first element, Judge Rakoff concluded on summary judgment that questions of fact existed as to whether Martin owed a duty of trust and confidence to the associate and breached it. As discussed above, the undisputed evidence showed that Martin and the associate were close friends who shared confidential information with one another as part of an alleged arrangement of trust and confidence. There was also evidence of text messages between Martin and the associate that suggested that the associate knew that Martin was planning to trade on the information. The Court accordingly concluded that the nature of the associate and Martin’s relationship was a matter for the jury to decide.

As to the fourth element, Judge Rakoff ruled that the remote tippee does not need to have personal knowledge of the specific benefit conferred; rather, it was enough to show that the remote tippee “knew or had reason to know of the benefit to the tipper in the general sense that they understood that a benefit was provided.” At the motion-to-dismiss stage, Judge Rakoff elaborated that the remote tippees will meet the knowledge standard if they “knew or recklessly disregarded that Martin received a personal benefit in disclosing information to Conradt, and that Martin breached a duty of trust and confidence to the owner of the information.” The defendants were subsequently convicted on February 29, 2016.

We will likely have some clarity regarding the “personal benefit” that is necessary to prove a criminal insider trading violation. The Supreme Court granted certiorari in part in Salman to decide whether the personal benefit that is necessary to establish insider trading under Dirks requires proof of “an exchange that is objective, consequential, and represents at least a potential gain of a pecuniary or similarly valuable nature,” as the Second Circuit held in Newman, or whether it is enough that the insider and the tippee shared a close family relationship, as the Ninth Circuit held in Salman. The Court heard argument on October 5, 2016. As the law stands at present, however, the circuits are divided on the definition of the personal benefit that is necessary in insider trading cases.

Regardless of any clarification regarding a tippee’s knowledge of the personal benefit that is received by a tipper, it will not change the fact that investment advisers must ensure that they have policies and procedures that are reasonably designed to prevent the misuse of material, nonpublic information.

B. Investment Adviser and Broker–Dealer Obligations

Under Section 204A of the Investment Advisers Act of 1940, investment advisers have a duty to “establish, maintain and enforce written policies and procedures reasonably designed, taking into consideration the nature of such investment adviser’s business, to prevent the misuse in violation of this Act, or the Securities Exchange Act of 1934, or the rules or regulations thereunder, of material, nonpublic information by such investment adviser or any person associated with such investment adviser.” Similarly, Section 15(g) of the Exchange Act requires broker–dealers to “establish, maintain, and enforce written policies and procedures reasonably designed, taking into consideration the nature of such broker’s or dealer’s business, to prevent the misuse in violation of this title, or the rules or regulations thereunder, of
material, nonpublic information by such broker or dealer or any person associated with such broker or dealer.” When there is an allegation of actual insider trading, the SEC is also able to pursue charges for failure to supervise pursuant to Section 203(e)(6) of the Advisers Act.

The SEC has been successful in bringing—and settling—charges against investment advisers and broker–dealers under these sections when their registered representatives have participated in insider trading or tipping. Most recently, in October 2016, for example, the SEC brought administrative proceedings against Artis Capital Management, L.P., for alleged violations of Section 204A and Section 203(e)(6) of the Advisers Act and against Michael W. Harden for alleged violations of Section 203(e)(6) of the Advisers Act. According to the SEC, despite the existence of policies and procedures that were designed to prevent insider trading, a former analyst at Artis, Matthew Teeple, made trading recommendations on at least two occasions on the basis of information that he had received from his own industry sources rather than by constructing analytical models. As a result of the information that Teeple provided, Artis’s hedge funds had profits and avoided losses of more than $25 million and Artis, as the manager, earned profits of more than $5 million. The SEC alleged that Artis failed to adopt policies and procedures that were designed to address an employee’s interaction with his contacts at public companies in whose securities Artis traded, that Artis failed to “appropriately enforce its policies and procedures concerning the receipt and use of material nonpublic information,” and that Artis and Harden failed to supervise Teeple. Artis agreed to disgorge the $5 million in profits (along with more than $1 million in interest) and to pay a civil monetary penalty of more than $2.5 million.

In May 2016, the SEC brought charges against Federated Global Investment Management Corporation for failing to establish or maintain policies and procedures that would detect insider trading by outside consultants in violation of Section 204A of the Advisers Act. As a result of this failure, the SEC alleged, one of Federated Global Investment Management Corporation’s consultants made a number of trading recommendations on the basis of information that he had learned while serving on the boards of various public companies.

In September 2014, the SEC alleged that Wells Fargo Advisors failed to establish and enforce policies and procedures that were reasonably designed to prevent the misuse of material, nonpublic information that its advisers obtained from customers and clients in violation of Section 204A of the Advisers Act and Section 15(g) of the Exchange Act. Particular to that case, the SEC had proven that a registered representative, Waldyr Da Silva Prado Neto, had misappropriated information from one of his customers about Burger King Holdings, Inc., to others, including some of his Wells Fargo Advisors clients. The structure of Wells Fargo Advisors’ policies and procedures to review trading in employee accounts failed to detect the trading on the Burger King securities.

The SEC has brought charges even in the absence of any evidence of actual insider trading. For example, in 2016, the SEC brought charges against Deutsche Bank Securities, Inc. (DBSI) for failing to establish clear and consistent policies and procedures to prevent its equity research analysts from disclosing material, nonpublic information, such as information that was to be included in forthcoming DBSI research reports, estimate changes of less than 10 percent, and short-term trading recommendations that were inconsistent with the analyst’s published long-term ratings, in violation of Section 15(g) of the Exchange Act. These failures were further compounded by deficiencies in DBSI’s policies and procedures pertaining to communications between DBSI’s equity research analysts and both DBSI customers and DBSI sales and trading personnel. In particular, DBSI failed to establish, maintain, and enforce policies and procedures that were reasonably designed to prevent its equity research analysts from using various customer interactions and internal
communications with DBSI sales and trading personnel, including morning calls, squawks, idea dinners, and non-deal road shows to disclose material, nonpublic information in the form of unpublished, market-sensitive information to select DBSI customers and DBSI sales and trading personnel. These failures were amplified by a compensation structure that heightened the potential for the selective disclosure and misuse of material, nonpublic information that was generated by DBSI equity research analysts.

In November 2015, the SEC brought charges against Marwood Group Research, LLC, for failing to “establish, maintain, and enforce written policies and procedures reasonably designed to prevent the misuse of [material, nonpublic information],” in violation of Section 204A of the Advisers Act and Section 15(g) of the Exchange Act. Specifically, the SEC alleged that Marwood encouraged its employees to maintain relationships with government employees who were likely to have material, nonpublic information but that it did not develop policies and procedures to ensure that those same employees did not misuse the information that they learned. Marwood agreed to cease and desist from the alleged violations and to pay a civil monetary penalty of $375,000.

In 2014, the SEC brought charges against Monness, Crespi, Hardt, & Co., Inc., for violating Section 15(g) of the Exchange Act by failing to (1) enforce its written policies with regard to “Restricted Securities”—those securities that were the subject of the research report that the research analyst was working on—because it did not actually place research reports on a restricted list or require trading approval of the restricted securities; (2) enforce a written policy that required all employees and family members to conduct personal securities transactions through accounts held by the firm; and (3) adopt policies to prevent the misuse of material, nonpublic information with regard to “Corporate Access” and “Idea Dinners” programs, two programs that the firm established and provided as services to existing and prospective clients.

Finally, in 2012, the SEC brought charges against Goldman Sachs for failing to adopt adequate policies and procedures to prevent and monitor the misuse of research information that was created through their newly created trading huddle program—a practice in which Goldman’s equity research analysts provided their best trading ideas to firm traders and a select group of Goldman’s top clients in violation of Section 15(g) of the Exchange Act.49

C. Best Practices

As insider trading will continue to be a priority for the SEC and the DOJ, advisers should ensure that their policies and procedures are specifically designed for their specific fund trading strategies and that those policies and procedures are reviewed regularly to ensure that they are current and are being followed. Here are a few suggestions:

1. Advisers should ensure that policies and procedures are clearly written and are understood by all employees, especially those employees who are responsible for making trading decisions.

2. Regular compliance training should be provided to all employees, and the training should be clearly documented.

3. Policies and procedures should include “escalation” procedures, so that employees know whom to consult if they have questions about specific trades or about information that may have been obtained from “insiders” or from others who may be in a position to obtain confidential information.

4. Advisers who use “expert networks” should keep documentation regarding all expert consultations and should strongly consider having compliance personnel involved in any such consultations.

5. Policies should require that traders and portfolio managers document their reasons for specific trades.

6. Compliance should monitor trading for any suspiciously timed trading and should investigate the responsible trader’s reasons for placing the trade.
(7) Policies should include policies that prohibit employees and members of their families from trading in securities in which the adviser’s funds are trading.

Ms. Hansen and Mr. Carr are partners in the Philadelphia, PA, office of Drinker Biddle & Reath LLP.
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